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Abstract 
Mobile ad-hoc network formed by wireless hosts which may be mobile. Ad-hoc network without using apre-existing infrastructure. 

Routes between nodes may potentially contain multiple hops. In MANET nodes are free to move randomly and organize 

themselves arbitrarily, thus the network’s wireless topology may change rapidly unpredictably. Due to movement of nodes, 

QOS(Quality of Service)routing is difficult task in MANET. In this paper from the QOS, we differentiating traffic and services, 

QOS Provide a higher network PDR, maximum bandwidth, low delay, reduce control-overhead. In this paper we decrease the 

congestion and path failure during packet forward. Here multipath routes so packet goes to various path then hackers and 

unauthorized person does not get the packet and routes. By the QOS we increase the PDR and end to end delay, control overhead. 

 

Keywords: QOS (Quality of Service), AODV and R-AODV, PHR-AODV. 

--------------------------------------------------------------------***---------------------------------------------------------------------- 

1. INTRODUCTION 

MANET is the collection of mobile nodes that make 

network for information exchange. MANET is free from 

infrastructure and central authority and transfer message 

through hop by hop technique. AODV is the reactive routing 

protocol, when source need to send data then source node 

initiate route discovery process and established route to 

destination node on demand. AODV is the single path 

routing protocol where R-AODV and PHR-AODV is the 

multipath routing protocol. AODV is the single path routing 

protocol that increased latency and packet loss due to 

dynamic nature of mobile node and routing environment. 

The performance of AODV is decreased due to loss of 

unicast route reply packet. To overcome this problem R-

AODV routing protocol is used. R-AODV supports multiple 

route reply packet and increased the performance. To 

increased the security and increased the throughput PHR-

AODV routing protocol is used. 

 

2. OVERVIEW OF ROUTING PROTOCOL 

2.1. AD-HOC on Demand Distance Vector (AODV) 

AODV routing protocol is initiated by destination node and 

its works on sequence number concept and provide loop free 

routing. AODV have works on two phase i) Route 

Discovery ii) Route Maintenance. 

 

In route discovery process when source node want to send 

data to destination node then source node send RREQ 

packet to their neighbor nodes and these neighbor nodes 

forward RREQ packet to their neighbor node until it reach 

to destination node. When intermediate nodes receive 

RREQ packet then intermediate node set reverse path to 

previous node. When the first RREQ packet reach to 

destination node then destination node send unicast RREP 

packet to source node. These RREP packets travel through 

the reverse path set by intermediate node. 

 

If any link break or any node move out from network then 

there is possibility of packet drop. When node detect packet 

drop or link failure then that node send RERR packet to 

source node. 

 

Intermediate node avoid RREQ packet by matching source 

IP address and RREQ ID of packet.  

 

Algorithm Step:- 

AODV ( S, D , Data , EED, Bandwidth ) // Route Discovery 

Phase  

{  Source S initiates the RREQ packet and search 

neighboring nodes in the direction of destination D;  

If (  next-hop!=D && Loop free )  

{  Source S broadcast the RREQ packet to all the 

neighboring nodes and continues till destination is 

not explored.      }  

else 

{  Destination D is reached }  

In the cache of the direct/intermediate nodes retrieve the 

routes from route caches. Add these routes inthe 

route record and then generate the route reply 

packets in that order . // Route Reply Phase 

 If the route/s is/are found { Maintain a list of all discovered 

routes as LR.  
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RA-AODV ( LR , EED, BW , Hop count ) ; } // AODV 

provisioning Reliability Phase being called here  

else 

{ Destination node D not reachable may be due to high 

mobility of nodes and network partitioning; } 

 

2.2 R-AODV (Reverse AODV) 

As Earlier In AODV, destination node send single route 

reply message to source node. So these route reply message 

can be missed due to high mobility and pre-calculated 

reverse path and due to this large number of retransmission 

and congestion in network take place. 

To overcome these problems R-AODV routing protocol is 

used. It is the optimized version of AODV routing protocol. 

R-AODV support multiple route-reply (using discovery 

methodology) to avoid RREP packet loss and reduce 

network congestion and retransmission also.  

 

In R-AODV Route discovery process from source to 

destination is same as AODV and packet format of RREQ is 

also same as AODV packet format. When packet reach to 

destination node, then destination node create reverse route 

request (R-RREQ) packet and broadcasted to its neighbor 

node. Packet format of R-RREQ is given in Table 1 

 

Table 1.1 R-RREQ Packet Format 

Type Reversed Hop Count 

Broadcast Id 

Destination IP Address 

Destination Sequence No 

Source IP Address 

Reply Time 

 

When the source node received first R-RREQ packet then it 

start packet transmission immediately and store the other 

late R-RREQ packet for future use. When node received R-

RREQ packet and it is not a source node then that node 

create forward route entry and broadcast R-RREQ packet to 

its neighbor node within their transmission range. 

 

 
Fig 1.R-RREQ from source to destination node 

In the figure, Node D broadcast the R-RREQ packet to their 

neighbor node in order to find the source node. According to 

figure the source node receive three path (i) D- 3- 2- 1- S, 

(ii) D- 6-5-4-S, (iii) D-7-8-9-10-11- S. Suppose source node 

received first R-RREQ from path (i) then source node start 

transmission using path (i) and store other path for future 

use. During transmission node 1 move out from 

transmission range of source node then source node start 

transmission using path (ii) instead of restarting of route 

discovery process(like AODV). 

 

2.3 Path-Hoping based Routing Protocol 

PHR is the on demand routing protocol, and it is extension 

of R-AODV routing protocol. PHR-AODV does not contain 

permanent route in node routing table.  PHR- AODV 

routing table prevents from data loss by malicious node and 

helps in uniform load distribution among the nodes. 

 

Routing of RREQ and R-RREQ packets of PHR-AODV is 

same as R-AODV and their packet formats are also same as 

R-AODV routing protocol. 

 

In the route discovery process source node start reverse- 

route discovery procedure and broadcast RREQ packets to 

their neighbor node. These RREQ packets contain 

information like source node address, destination node 

address, message type, broadcast id, hop count, source 

sequence number, destination sequence number and request 

time. 

 

When neighbor node receives RREQ packets then neighbor 

node forward these packets to their neighbor node until its 

reach to destination node like AODV does. 

 

When destination node receive first RREQ message then 

destination node create R-RREQ packets and flood R-RREQ 

packet to find source node.  R-RREQ packets contain some 

information like reply source-id, reply-destination-id, reply 

broadcast-id, hop count, destination sequence number and 

reply-time. When source node receives R-RREQ packets 

from its neighbor node then source node simply build partial 

node disjoint path.After receiving all nodes disjoint path 

within the timeout period, source node arrange them in 

ascending order of their hop count value. Now source node 

start data transmission on these store paths in random 

manner, we consider FCFS here. When any paths fail or 

break then source node delete that path from source routing 

table and continue data transmission from remaining path 

lists. 

 

When source node‟s path list is empty then Source node re-

initiate route discovery process. 
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2.3.1 Path-Hoping Effect on Routing Load and 

Security 

Traffic load and security are serious problem of any routing 

protocol. PHR-AODV routing protocol try to solve these 

routing problems. In the below figure there are three path 

from source node to destination node. (1). S->1->2->3->D, 

(2).S-> 4->5->D, (3).S->6->D. 

 

Now path 1 have hop count value 3, path 2 have hop count 

value 2 and path 3 have hop count value 1. So when source 

node arrange them in ascending order of their hop count 

value thenpath3 top in the path list and path 1 last in the path 

list of source node. Source node send first data packet 

through path 3 then send second packet through path 2 and 

third packet through path 1 and fourth packet through path3 

and so on. This approach increase router lives. 

 

 
Fig.2 PHR-AODV Routing Protocol 

 

Let assumed path 2 have a malicious node in the above 

figure then there is 100% data loss in AODV routing 

protocol. But in case of PHR-AODV routing protocol there 

are three routing path and one path contain malicious node 

then data loss= (1/3)*100 = 33% ,So we can say that only 

33% data loss occurred. 

 

PHR-AODV give analytical and effective method to 

estimate the security of network. Probability of active 

malicious node 

 

Pm= (Nrp* Nm) / Ntotal 

 

Where Nrp is number of node in routing path, Nm is number 

of malicious node and Ntotal is number of total node in the 

network. Np is the number of path from source to 

destination. The malicious node intrusion rate is   

 

Pi = Pm./Np 

 

3. SIMULATION AND PERFORMANCE 

EVALUATION 

In this section we describe the simulation modal and 

analysis their performance using performance metrics. We 

use NS2 for simulation and consider some performance 

metrics like PDR, END TO END DELAY and CONTROL 

OVERHEAD and compare with other two (AODV, R-

AODV) routing protocol . 

Simulation Time  100 Sec 

Routing protocols  AODV, R-AODV,PHR-AODV 

Area of Terrain 1500*1500 

Number of nodes  20,30,40,50,60 

Type of Traffic TCP,UDP 

Size of Packet 512 byte 

MAC Type IEEE 802.11  

Transmission 

Range 

250 meter 

Transmission rate 4Packet/Sec 

Antenna Type  Omni Antenna  

Propagation Type Two Ray Ground 

Queue Type Queue/DropTail/PriQueue 

Queue Length 50 

Mobility Model Random way Point 

Fig 3: Simulation Parameter 

 

4. RESULT AND DISCUSSION 

PDR (Packet Delivery Ratio) 
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In terms of PDR (Packet Delivery Ratio), R-AODV with 

TCP connection perform better than AODV and PHR-

AODV. 

 

In terms of End to End Delay, R-AODV with TCP 

connection have less delay than AODV and PHR-AODV. 

In terms of Control Overhead, AODV with UDP connection 

have less overhead than R-AODV and PHR-AODV with 

TCP and UDP connection. 

 

Table 2 Comparison of routing table 

 AODV  R-

AODV  

PHR-

AODV  

PDR  LOW  HIGH  MEDIUM  

DELAY  HIGH  LOW  MEDIUM  

CONTROL 

OVERHEAD  

LOW  HIGH  MEDIUM  

 

5. CONCLUSION 

In this paper we analysis the performance of AODV, R-

AODV and PHR-AODV on the basis of PDR,DELAY and 

CONTROL OVERHEAD. In terms of PDR and CONTROL 

OVRHEAD, R-AODV give better performance than AODV 

and PHR-AODV. While in terms of DELAY, AODV 

performance is better than R-AODV and PHR-AODV. 

 

FUTURE SCOPE 

In future we will add other algorithm for detection and 

prevention of malicious node. We can also modified  PHR-

AODV for better packet delivery ratio and low control 

packet overhead. 
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