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, Abstarct 
Wireless sensored network is nowadays very popular in the field of research because world is now switching faster from wired 

communication to the wireless communication. It is used in environment monitoring, habitat monitoring, battlefield etc. WSN is 

made up of tiny sensor nodes which senses the data and communicate to the base station via other nodes.WSN networks are data-

centric rather than node centric. So, main issues in WSN networks are energy consumption of network, lifetime of a network, 

delay, latency, quality of service etc.WSN has defined many routing protocols for the network. The main challenge in WSN is to 

design a routing protocol which gives the maximum energy efficient routing because nodes in sensored network are equipped with 

the battery. So, as time passes the battery of nodes will decrease so in turn network lifetime will decreases. There are many 

routing protocols which are classified as their working and their application to different conditions. This paper describes a brief 

information about routing protocols. The main focus of this paper is to give the comparison of different hierarchical routing 

protocols. 
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1. INTRODUCTION 

Designing of a wireless sensored network having increased 

energy efficiency is the hot research area nowadays. In 

recent years sensored network has reach the most of fields 

like medical monitoring, environment monitoring, habitat 

monitoring, home security system etc. The future is not for 

any when the wireless sensor network will be spreaded over 

the large area of the world. Because it is an emerging 

technology, at present there are lots of things in WSN which 

needs the attention by the researchers. There are many 

models which have been introduced and applied to wireless 

sensored network for better energy efficiency, network 

lifetime, delay, latency, etc. WSN have data centric 

architecture compared to ad-hoc network which consist of 

node centric architecture. In WSN there is no IP address 

scheme for each node because it has densely deployed 

sensor nodes in its large area. Due to these unique features 

of WSN protocol design is very important parameter in 

WSN. By designing proper routing protocol one can utilize 

the limited resources of the network. 

 

There are many types of routing protocols in wireless sensor 

network, which are classified as follows: 

 

1. Flooding and gossiping 

Flooding and gossiping is the basic routing protocols of 

WSN. In flooding each node broadcast the receiving packets 

to all its neighbour and this process is continued until the 

packets has been reached to its destination. 

 

2. Directed diffusionIt uses the attribute value pairs of the 

data and queries the sensors in an on demand basis. It 

diffuses data through sensor nodes by using a scheme of 

naming to the data. 

 

3. Rumour routing 

It is similar to the directed diffusion but it is mostly 

applicable where geographic routing conditions are not 

preferred. 

 

4. Gradient based routing 

It is also a changed version of directed diffusion. 

In GBR the number of hopes when node is diffused in the 

network is recorded. So, each node will discover the 

minimum number of hops to the sink which is known as the 

height of that node. 

 

“The difference between node’s height and that of its 

neighbour is called gradient on that link.”
[2]

 

And the packet is forwarded on a link which has largest 

gradient. 

 

5. Energy aware routing 

Energy aware routing is based on the stochastic model. 

In this scheme the set of sub optimal path is used to increase 

the lifetime of a network. 

 

It says that using minimum energy path every time will 

dissipate the energy of nodes on that path. Instead, we can 

use multiple paths with some probability which in turn 

increase the lifetime of the network. 

 

6. Hierarchical protocols 

Network scalability is the major issue in designing a 

wireless sensor network. 
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As the network area and nodes density increases there may 

be overload in single tire network. This overload causes 

latency and unnecessary tracking of events. Other thing is 

that single tire network is not scalable for a large set of 

sensors in large area and there is a problem of service 

degradation. To overcome all these problems the 

hierarchical routing approach is used in some of the 

protocols of WSN. It maintains the energy consumption of 

the nodes using multi hop communication forming a cluster 

of nodes. LEACH (lower energy adaptive clustering 

hierarchy) is the first routing protocol invented for the 

hierarchical routing. 

 

This routing protocol has inspired many other hierarchical 

routing protocols like PEGASIS, TEEN, APTEEN, etc. In 

the next section we will explore the different hierarchical 

routing protocols. 

 

2. HIERARCHICAL ROUTING PROTOCOLS 

2.1 Leach 

LEACH is the first hierarchical routing protocol used for 

wireless sensored network. LEACH uses adaptive clustering 

scheme for the communication between nodes. It uses 

TDMA scheme for the timeline operation LEACH can 

prolong the network lifetime with a proportion of 15%. 

LEACH forms the clusters head. The nodes which want to 

communicate with other nodes will not directly 

communicate but it will be communicated via cluster heads. 

In each TDMA frame in each round the cluster head nodes 

will be changed. The selection of cluster heads will be done 

by the following equation: 

 

𝑇 𝑛 =
p

1 − p.  rmod
1
p
 

 , n ∈  G                        

Where P= percentage of cluster heads 

R=the current round 

G= set of nodes that haven’t been cluster heads in the last 

1/P rounds. 

Here, T(n) is the threshold value of the selection of cluster 

heads in each round. Cluster heads are produced according 

to this equation the sensor node generate a random number 

between 0 and 1, if the number is smaller than the threshold 

T(n), then the node is selected as cluster head                                                                                                                                                              

 
Fig-1: Flow chart for CH selection 

As shown in figure the node will become cluster head when 

its energy is higher than the energy of other nodes. The CH 

node will send the joining request message to all common 

nodes in its cluster. The common nodes will decide to join 

or not the CH. After getting acknowledgement from 

common nodes CH will assign TDMA scheme to all nodes. 

 

In this way the LEACH protocol will work using clustering 

scheme. Some features of LEACH protocol is as follows. 

 

1. LEACH protocol randomly selects cluster heads in each 

round. So, to become CH using quickly some nodes will 

dissipate energy very fast to be selected as a cluster head 

more times. 

 

2. In LEACH cluster heads directly communicate with sink. 

So, the energy consumption between CH and sink in greater 

than the energy consumption of communication between 

CH’s. 

3. LEACH has great improvement in energy consumption 

great improvement in energy consumption of direct 

communication because it uses clustering hierarchy and also 

it is not a single tire communication as direct diffusion 

scheme or gossiping and flooding scheme. 

4. Though LEACH has improved the energy consumption, 

further improvement is needed as the unbalanced energy 

load and large unnecessary energy dissipation. It is caused 

by the randomicity in electing cluster-head nodes. 

5. There is an extra energy dissipation, because in each 

round nodes acting as CH will consume a lot of energy to 

transmit data to far distance base station. 
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Fig-2: architecture of LEACH protocol 

 

2.2 Pegasis 

The improvement of LEACH protocol is PEGASIS (power 

efficient gathering in sensor information system). It makes 

the chain of nodes instead of making clusters of it. The 

farther node will transmit the data via its neighbour node 

and in this way chain is created. The last node in the chain is 

called the leader node which will transmit all the data to sink 

(base station).   

LEADER NODE 

a0             a1       a2       a3       a4       a5       a6 

BASE STATION 

Fig-3: PEGASIS protocol 

 

As shown in figure the nodes a0 to a6 are the chain partners 

for data transmission. Here a3 is the leader node which will 

transfer all the data to base station (sink). 

Features of PEGASIS 

1. PEGASIS uses multihop routing by forming chains and 

use only one node to transmit to the Base station. 

2. Compare to LEACH protocol PRGASIS has been shown 

performance of about 100-300% for different network 

topologies of WSN. 

3. Compare to LEACH protocol the lifetime of a PEGASIS 

is long. 

4. In PEGASIS there is only one node which does the data 

aggregation and data fusion. So, compared to LEACH where 

each cluster head is taking part in communication with base 

station. So, in turn the energy will also be dissipated by each 

cluster head, PEGASIS will dissipate less energy because 

only leader node in chain will actively take part in data 

aggregation and data fusion. 

5. In PEGASIS each node should be aware of  the remaining 

energy status of its neighbours. 

6. Compare to LEACH, PEGASIS removes the energy 

dissipated by the reformation of cluster in each round. 

7. In PEGASIS, if node death occurs, the chain must be 

rebuilt which increases the energy consumption. 

8. Node far away from the leader node will forward the data 

many times by the chain which causes the long time delay. 

So, there is a problem of time delay in PEGASIS protocol 

which should be improved. 

 

2.3 TEEN and APTEEN (Threshold sensitive 

energy efficient sensor network)  

These protocols are bit different from LEACH and 

PEGASIS protocols because it uses the sensored attributes 

such as temporary for communication. These protocols are 

very useful in time critical applications, where wireless 

network is reactive. In LEACH and PEGASIS the network 

is proactive where there is no event driven things occur 

where as in reactive network the things which are event 

driven which are sensitive to nodes sensitivity like 

temperature, weather or any other environmental conditions. 

TEEN uses hierarchical network architecture with data 

centric mechanism. The figure shows the mechanism of 

cluster forming in TEEN and APTEEN. As shown in figure 

clusters are formed and this process of formation of cluster 

is continued to the second level till the base station (sink) is 

reached. There are two types of thresholds: hard and soft. 

After formation of cluster head’s the cluster head will 

broadcast the threshold to the common nodes in its clusters. 

The first threshold sent to all nodes by cluster head is hard 

threshold which is the minimum value of sensory attributes 

to trigger node for switching on its transmitter. So, 

transmission occurs only when the node’s sensed attribute in 

turn lower the number of transmissions. Once, the node had 

sensed a value beyond hard threshold, it only transmits a 

data when value of sensed attribute changes by an amount 

equal or greater than the soft threshold. So, soft threshold 

will also decreases the number of transmissions. 

 
Fig-4:TEEN/APTEEN protocol architecture 

 

APTEENC Adaptive threshold sensitive energy efficient 

sensor network protocol is extension of TEEN. 

Features of TEEN and APTEEN 

1. TEEN is not applicable where periodic reports are needed 

because it is based on thresholds. 
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2. The APTEEN gives the facilities which TEEN does not 

gives as follows: 

 

 Analysing past data values 

 Taking snapshot view of the network. 

 To monitor an event for a period of time. 

 

3. In APTEEN cluster head’s broadcast the attributes the 

threshold values and schedule of transmission of all nodes. 

4. TEEN and APTEEN gives better performance than 

LEACH. Energy dissipation of APTEEN is in between of 

LEACH and TEEN. 

5. Compared to LEACH, TEEN/APTEEN has overhead and 

complexity of cluster formation and problem of giving 

threshold based functions. 

 

3. CONCLUSION AND FUTURE SCOPE 

From the analysis of the different routing protocols we have 

shown that there is further need of improvement in LEACH 

protocol as compared to PEGASIS and TEEN/APTEEN 

protocols. The table shown below gives the comparison of 

these four protocols. 

 

 
Table-1: Protols and their Parameters 

 LEACH PEGASI

S 

TEEN/APTEE

N 

DATA 

DELIVERY 

MODEL 

CLUSTE

R HEAD 

CHAIN 

BASED 

ACTIVE 

THRESHOLD 

DATA  

AGGREGATIO

N 

YES NO YES 

POWER 

USAGE 

HIGH MAX HIGH 

SCALABILITY GOOD GOOD GOOD 

QUALITY OF 

SERVICE 

NO NO GOOD 

NETWORK 

LIFETIME 

GOOD VERY 

GOOD 

VERY GOOD 

RESOURCE 

AWARENESS 

YES YES YES 

 

From chart-1 shown below we can see that when first node 

dies the energy dissipation of LEACH is very much poor, so 

in terms of energy dissipation and network lifetime there is a 

lot more to do research work. Also researchers can futher 

make improvements in PEGASIA in terms of time delay. 

There are many open issues in WSN for improving the 

routing algorithms of LEACH, PEGASIS, TEEN/APTEEN. 

 

Chart-1:Dead nodes VS Lifetime of nodes 
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