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Abstract 
Due to the advent of technologies like Web 2.0, the Internet applications are able to support transmission of multimedia content to end 
users. In such applications the transmission might result in packet loss as well. In this context, it is essential to have packet loss 
control mechanisms that can avoid deterioration of quality of services while rendering media rich content. The quality of service in 
this case depends on congestion control. Many protocols have been introduced in order to supplement the standard TCP protocol in 
order to control network congestion. The CSFQ which was built for fair service with open – loop controller has started deterioration 
in quality as P2P flows dominated Internet traffic of late. One of the closed loop congestion control known as Token-Based Congestion 
Control (TBCC) was able to restrict consuming resources and provide best service to end users. It monitors inter-domain traffic for 
trust relationships. Recently, Shi et al. presented a new mechanism known as Stable Token-Limited Congestion Control (STLCC) for 
controlling inter-domain congestion and improve network performance. In this paper we implement the STLCC mechanism. We built a 
prototype application that demonstrates the proof of concept. The experimental results revealed that the proposed application is able 
to control network congestion by controlling packet loss thus improving performance of network.  
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1. INTRODUCTION 

Networks of all kinds support certain protocols. IP is one such 
protocol which is open for many networks. As it became very 
popular due to the success of Internet and its applications, IP is 
used in transferring voice data over Internet instead of 
traditional telephone networks. Voice over IP (VoIP) has 
become a well known technology for this purpose. It allows 
transferring voice and also data over IP protocol in Internet. 
However, congestion is the problem in all networks. 
Congestion control mechanisms play important role in all 
networks for quality of service. In case of packet switching 
networks, congestion control is like cornerstone in such 
applications [1]. The congestion control mechanisms can 
prevent congestion collapse, loss of packets and delay in 
service. Lot of research was found in the literature in this area 
[2], [3], and [4]. There are many network architectures that are 
used in various networks [5], [6], [7], [8], [9], [10]. In case of 
telecommunication networks, congestion control mechanisms 
suffer from two problems which have not yet been completely. 
The first problem is time-varying delay while he second one is 
that the feedback signals are not strictly followed by traffic 
sources. This is because the traffic sources are silent when they 
have nothing in hand for data transmission. In this case, the 
congestion control is best effort service available over networks 
to avoid problems like packet loss, congestion and delay in 
service.  

Internet was originally built for cooperative communications. 
The communications over Internet depend on the congestion 
control mechanisms provided by TCP [11]. Terminal Dependent 
Congestion Control is the model used in the Internet. The 
routers over Internet are provided with Active Queue 
Management (AQM) [12] which can improve transport 
performance. However, they are not able to control congestion 
properly. There was a need for improving fairness in high speed 
networks [13]. The open loop control system inserts label of 
flow arrival into packet header which helps in routing process. 
The Core-Stateless Fair Queuing (CSFQ) is the mechanism 
which achieved the first solution to allocate fair bandwidth 
allocation at core routers based on the label in order avoids 
congestion. Over Internet 60% traffic is flows as per the survey 
made in 2004. Out of that only Bit-Torrent [14] caused 30%. 
This is because P2P networks are overlay networks that became 
very popular over Internet. These networks provide targeted 
services to meet the specific requirements of end users. 
Congestion control is very essential in such applications for 
many reasons.  
 
Many congestion control mechanisms came into existence. In 
this paper we implement Stable Token Limited Congestion 
Control which will make use of limited tokens in order to 
reduce congestion. We built a prototype application that 
demonstrates the proof of concept. The empirical results are 
encouraging. The remainder of the paper is structured as 
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follows. Section II reviews literature. Section III provides 
details of the propose work in this paper. Section IV presents 
results of experiments while section V concludes the paper. 
 
2. RELATED WORKS 

Token Based Congestion Control was explored in [15] which 
restrict the tokens consumed by end users while making 
communications over network. Later on in [16] self – Verifying 
CSFQ extended CSFQ in order to improve the performance. It 
chooses a flow and estimates the flows and then takes steps to 
retransmit data without causing delay. In [17] and [18] 
congestion control architecture is built which is based on Re-
feedback with fixed cost. It reduces congestion over network to 
improve performance of the network. However, very high level 
of complexity is required by the Re-feedback approach in order 
to apply it. Inter-domain interconnection policies are of three 
types. They include transit, private peering and Internet 
Exchange Points. The sender keep all concept is used in private 
peering policies. Congestion charges are the based for Re-
feedback. For congestion control in this paper a better approach 
is followed. The aim of this paper to control packet loss by 
reducing congestion thereby improving overall performance of 
network In the new method, quality is guaranteed while 
transmitting data. The core and edge routers are used in the 
application. The routers write a digital number in the option 
field of packet. This is known as token. However, the tokens 
are limited. This token is important and used by the routers in 
order to interpret edge point of given source and will organize 
the traffic based on the source. This will reduce the congestion 
on the path. In case of Token-Limited Congestion Control 
(TLCC) [19] there is restriction imposed by inter-domain 
routers. When the threshold is exceeded by the output token 
rate, the token level of output packets is decreased by TLCC 
thus increasing output token rate. TLCC is similar to TBCC and 
CSFQ congestion control is estimated for long period to find 
out a stable rate. When there is bad configuration, TLCC may 
cause the traffic to be deteriorated so as to make bad 
performance. The TCP window size flows when packets are 
received and therefore the level of congestion increased in the 
link. When there is congestion the flows lose packets. Once that 
is over the link is kept idle as the congestion level decreases.  
The two steps might be repeated and may cause the congestion 
control not to reach the stability state.  
 
3. PROPOSED CONGESTION CONTROL 

MECHANISM 

In order to overcome the problem specified in the previous 
section, the STLCC has been introduced. It makes uses of 
algorithms such as XCP and TLCC together. As per the 
algorithm the rate of output is controlled in case of STLCC. 
Access token resources are allocated by edge routers for flows 
coming into network. When there is congestion, the incoming 
rate increases at core router thereby increasing congestion level. 

STLCC can measure the level of congestion automatically and 
take necessary steps to reduce congestion. For doing this, the 
network resources are allocated by STLCC and keep the 
congestion stable. In order to achieve congestion control, the 
inter-domain routers limit the number of tokens by monitoring 
the incoming token rate. IN order to restrict the output token 
rate, the tkbackdown, tkdown, and tkprev are the elements used 
in order to keep additional data into the header field. The tkprev 
is set at the source edge router who value is same as that of 
tklevel. This value can’t be altered by routers. The tkdown is 
used to represent decrements in token level at the routers as part 
of the transmission in the path. When packets arrive at 
destination, the tkpath and tkdown are combined and the 
congestion index is found. In order to return the elements the 
tkbackdown is kept in reverse packet and the tkdown is kept in 
forwarding packet header that goes to the source edge router.  
 
4. IMPLEMENTATION AND RESULTS 

We built a prototype application in order to demonstrate the 
proof of concept which controls the congestion and improves 
the overall performance of the network. The environment used 
to build the application is a PC with 4 GB RAM, core 2 dual 
processor running Windows 7 operating system. The 
application is a simulation of the concept of edge routers, core 
routers and peers that involved in communication. The STLCC 
mechanism has been implemented for reducing packet loss and 
delay. Figure 1 shows the typical peer in the network which is 
capable of sending data to other peers.  
 

 
 

Fig. 1 – Peer interface 
 
As can be seen in figure 1, the peer is capable of choosing data 
and divides the data into various packets and sends it to 
destination. It also can receive the response and present it to the 
end user. First of all the data goes to core router. The core 
router sends the data through edge routers.  
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Fig. 2 – Core Router Interface 
 
As can be seen in figure 2, the core router interface which sends 
data though edge router 2 and edge router 3. The packets are 
sent through these routers before reaching the destination node.  
 

 
 

Fig. 3 – Typical Edge Router Interface 
 
As can be seen in figure 3, the edge router is sends data to other 
peers. The data can go to many peers and the intended peers 
can get the information. The response can go back to the 
original peer which has originated the communication.  
 
CONCLUSIONS 

In this paper we focused on the problem of network congestion. 
As the networks are supposed to support multimedia content, 
congestion is very important area of research. Many solutions 
came into existence to reduce congestion, to increase network 
performance and reduce delay in communication. Reducing 
packet loss is the main aim of this work. We use the technique 

known as STLCC [6] which monitors inter-domain congestion 
rate and controls it in order to improve the performance of 
network. The congestion control mechanism implemented in 
this paper is better than previous methods such as TBCC. We 
built a prototype application that demonstrates the proof of 
concept. The experimental results revealed that the proposed 
application is able to control network congestion by controlling 
packet loss thus improving performance of network.  
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